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ACAB’c board:

Matthias, TUV NORD CERT (Chair)
Svetlana, Deutsche Telekom

and
Sascha, SRC (Vice Chairs)

Clemens, TUV AUSTRIA
and
Takwa, LSTI (Treasurer)

A C A B ) Accredited
C Conformity Assessment Bodies'

Board

Board composition

The Board is composed of a chairman and two vice chairman.

The Board members

Matthias Wiedenhorst
‘% ACAB’c - Chair

e TOVIT
chair(atjacab-c.org

AR m.wiedenhorst(at)iuvit. de
Svetlana Prosvetova
Vice-Chair
DEUTSCHE TELEKOM SECURITY
chair(at)acab-c.org
svetlana prosvetova(at)telekom.de

Sascha Hueske
'7 ERMCl  vice-Chair
SRC
chair(atyacab-c.org
sascha.hueske(at)src-gmbh.de

Clemens Wanko
Treasurer

TUV AUSTRIA / TOV TRUST IT
chair(at)acab-c.org
clemens.wanko(at)tuv-austria.com

Takwa Henchiri
Treasurer

LSTI
chair(at)acab-c.org
takwa.henchiri(at)lsti.eu

Council

Contact

Want to join
ACAB'c ?
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Official Journal EN
of the European Union L series

2024/2690 15102024

COMMISSION IMPLEMENTING REGULATION (EU) 2024/2690
of 17 October 2024

[ [ [
re— [} laying down rules for the application of Disective (EU) 2022/2555 as regards technical and
of d further specification
-_— of the cases in which an incident is considered fo be significant with regard to DNS service
[ ] provides, TLD name regsties, loud computing srvice providers,data cenre sevic providers

ery network providers, managed service providers, managed security service
pm\'ndux, rovadets of onlse market places of online scirch cngincs and. of socil nccworking
services platforms, and trust service providers

(European NIS2) -

THE EUROPEAN COMMISSION,

Having regard to the Treaty on the Functioning of the European Union,

Having .egm to Directive (EU) 2022/2555 of the European Parliament and o he Councl o 14 Deceer 2022
measures for a high common level of cybersecurity across the Union, amending Regulation (EU) No 910/2014 and
Diective (EV) 2015]1672, and repecling Diective (E0) 2016/1148 (NI 3 Diectie) () and n partculo Atcles 2103,
first subparagraph and 23(11),second subparagraph thereof,

Regulation
(EU) 2024/1183

Whereas:

Art. 20(1) .

With regard to DNS service providers, TLD name registies, cloud computing service providers, data centre service
providers, content delivery nerwork providers, managed service providers, managed security service providers,
pmvldus of online market places, of online search engines and of social networking services platforms, and trust

g service providers as cwertd by Article 3 ofDnzclth (EU) 2022(2555 (the relevant. tum.mcs}, this Regulation aims to

hydwmm te technical anc rticle 21(2) of Directive

E U 91 0 / 20 1 4 EV) 20222555 and to plintis speiy the cases in which an incidentshoid be condred to e Hgnifcat
referred to in Article 23(3) of Directive (EU) 2022/255

@

Taking acount o the cosborder natue of hels civiiesand i de 0 s coheren ramewos o vt
service providers, this Regulation should, with respect to trust service providers, further specify the cas il
an mf 0t shal.l be considered to be sxgmﬂ:mu, in addmml to laying down the technical and the nmhodologm]

0

Following Article 21(5), third subparagraph of Directive (EU) 2022(2555, the technical and methodological
requirements of the cybersecuriy risk-management measures set out in the Annex to this Regulation are based on
European and intemational standards, such as ISO[IEC 27001, ISO/IEC 27002 and ETSI EN 319401, and technical
specifications, uch as CENJTS 18026:2024, relevant to the security of network and information systems.

@

s souds e implemneaton wd spplicion of the tchsicl and the meodologil requsements of

eybersceurity sk mansgement measures st ut o s Regulation, in lne withthe prisipe of

roportnali; de secoun shoud be e e dnve:sen exposure of relevant entites, such 35
ity o therelevant athy. the isks o whic i s expose h releva entys siv an sructure a0 well e

Blihood of ccoumeace of mcakets sl i severy, including this societal and cconomic impact, when

complying with the techai y ”

o the A o this Regulaion.

TSP (CA) = important entity
QTSP (QCA) = essential entity
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Lr!ll.l_'- 1

Key Generation Ceremony Reportffor -

|. Key Ceremony Report:

name_of_the_audited_company

Reference: No._unique_identifier

‘Place, Jssuing date] [
To whom it may concern,

This is to confirm that “CAB_company_name’ has audited a key generation ceremony of
“name_of_the_audited_company”. The ceremony was followed in its entirety, completed
successfully and ithout on-conformities in accordance with the applicable requirements =]
This Key Generation Ceremony Report is registered under the unique identifier number
“No._unique_identifier” and consists of 13 pages

Kindly find here below the details accordingly

In case of any question, please contact:
CAB_company_name
street
ZIP city, country
E-Mail: email@address
Phone: phonenumber

With best regards,

Please download from: .

Name_1 Name 2
Title Title]

https:\\acab-c.com\downloads

This aftestation is based on the femplate version 3.3 as of 202y-mm-dd, that was approved for use by ACAB-c.

CAB Footpage
page 1 of 13 pages
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|. Key Ceremony Report:

Please carefully
consider application
notes!

Audit Attestation "No._unigue_identifier”, issued to “name_of_the_audited company”
In particular

+ The key generation ceremony was performed by [number] individuals of the CA Owner
acting in Trusted Roles

+ The key generation ceremony was observed by [number] individual of the Conformity
Assessment Body with independence from the CA Owner

= Principles of multiparty control and split knowledge were observed

= The CA key pairs were generated in a physically secured environment as described in
the CA's [CP / CPS].

« The CA key pairs were generated within cryptographic modules meeting the applicable
technical and business requirements as disclosed in the CA’s [CP [ CPS].

= CA key pair generation activities were logged.

= Effective controls were maintained to provide reasonable assurance that the private
key was generated and protected in conformance with the procedures described in its
[CP [ CPS] and the Key Generation Script

The key generation ceremony has been witnessed in person.

Avideo of the key generation ceremony has been prepared by the certification service provider
and checked by the auditor

No hon-conformities have been identified during the audit

]

o

. Wiedenhorst, Matthias

Choose the applicable sentence and delete the
other.

B
. Wiedenhorst, Matthias
In case of non-conformitties, the CAB must not
issue a key ceremony report.
A new ceremony must be perfarmed after the
issues have been solved.
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I I | Sta n d a rd Re p o rt IStandard Audit [Attestation ffor =)
p ar ke d key su p d a t Q: name_of_the_audited_company

Reference: No._unique_identifier

‘Place, Jssuing datef [
To whom it may concern,

This is to confirm that °“CAB_company_name” has audited the CAs of the
“name_of_the_audited_company” Select appropriate critical findings.

This present Audit Aftestation Letter is registered under the unique identifier number
k d k b “No._unique_identifier” covers Select appropriate and consists of 14 pages
P a r e e ys t O e Kindly find here below the details accordingly.
.
a d d re S S e d I n In case of any question, please contact:

CAB_company_name

Standard Report! T
E-Mail: email@address
Phone: phonenumber

With best regards,

In prep!
Template to be released shortly Name 2

This altestation is based on the femplate version 3.1 as 8-24, that was approved for use by ACAB-c.

ootpage
page 1 of 14 pages

o
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lll. General reporting matters:
Mozilla RSP 3.0 release

Mass revocation procedure...

= Details open to be defined

= audit frequency — one time/regular?
=  reporting aspects
—  separate/joint?
—  in Standard AAL/in detailed sub-reports?

Q: how do other Browsers plan to handle ,,mass revocation”?
Common BRG requirement preferred!

11
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Questions

12
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For further information or in order to register, please contact us at:
www.acab-c.com

The Accredited Conformity Assessment Bodies’ council
72 Bd Edgar quinet
75014 Paris — France
Secretariat Jurger Uka
jurger.uka@tuv-austria.com - +49 171 9178436

secretary@acab-c.org

13
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